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Abstract. Over the past few decades many different Information Technologies
(IT) policies have been introduced, including COSO, ITIL, PMBook, CMM,
ISO 2700x, Six Sigma, being COBIT IT (Control Objectives for IT) the
framework that encompasses all IT and Information Systems (IS) governance
activities at the organization’s level. As part of the applicability of quality
services certification (ISO 9001) in all IT services of a public institution, it is
presented a case study aimed at planning, managing and monitoring techno-
logical security infrastructures. It followed the guidelines for the ISO 2700x
family, COBIT, ITIL and other standards and conducted a survey to comple-
ment the IT process’s objectives. With regard to an action-research methodology
for problem-solving (i.e., a kind of attempt to improve or investigate practice)
and according to the issue under analyze, the question is put into the terms, viz.
“How can the ISO 2700x, COBIT, ITIL and other guidelines help with the
planning, management and monitoring of technological security infrastructures
and minimize the risk management of IT and IS?”. Indeed, it may be resolved
that it is possible to achieve the goals of planning, managing and monitoring a
technological security infrastructure. In the future, we will use Artificial Intel-
ligence based approaches to problem solving such as Artificial Neural Networks
and Cased Based Reasoning, to evaluate this issue.
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